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Governments across the world are putting measures in 
place in order to actively discourage (and in some 
instances criminalise) people coming together, in an 
attempt to reduce the rate at which the virus has, and is 
expected to, spread. 

As the “AGM season” approaches, it is necessary for 
companies to consider their options regarding the 
convening of their AGMs. 

AGMs are traditionally constituted by the holding of a 
physical meeting of members and directors of a company at 
a specific venue, on a particular day, and at a particular time. 

In light of the current COVID-19 pandemic it is unlikely that, in 
the short term at least, the “traditional” approach to holding 
AGMs is going to be feasible for some companies

Meeting options: Physical, Hybrid and Virtual

In light of the above issues for fully physical and hybrid 
meetings, and if the company’s articles provide for it, it 
might be tempting to convene a fully virtual AGM. Whilst 
virtual meetings are common in certain jurisdictions such as 
the United States, they are less common in others, such as 
the United Kingdom and the Isle of Man, due to legal 
uncertainty as to their validity. 

Furthermore, many institutional investors and proxy advisers 
have not traditionally been in favour of such meetings. 

“Cains” (including “we”, “us” or “our”) refers to the Cains Group of companies, including Cains Advocates Li
mited, Cains Corporate Services Limited, Cains Holdings Limited, CCS Searches Limited, and Cains Listing 
Services Limited. 

This Privacy Notice applies to the processing of your personal data if you are: 

In this Privacy Notice we describe the personal data that we may collect about you, how and why it is pro
cessed by us, and the rights you have in relation to that data and our processing of it. 

1. Introduction. 
 
Data confidentiality and security are at the heart of all that we do, and Cains is committed to protecting the 
personal data that we collect about you and that you provide to us in the course of our business. 

• a client/prospective client of Cains or an employee of a client/prospective client;

• a transaction counterparty or litigant in legal proceedings involving a client/prospective client;

• a supplier/subcontractor/service provider or an employee of a supplier/subcontractor/service provider;

• a business contact;

• a visitor to our offices;

• a visitor to our website; or

• a recruitment applicant.

When we refer to “processing” of your personal data, this means anything we do with that data, whether or 
not by automated means, such as collection, recording, storage, alteration, use, disclosure, erasure or 
destruction.

For visitors to our website, this privacy notice should be read in conjunction with our Cookie Policy.

2. Data Controller.

A data controller is the person or entity that determines the purposes for which personal data is processed, 
and the way in which this is carried out. 

Fort Anne
Douglas
Isle of Man
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Telephone: (+44) 1624 638300

If you have any questions or enquiries you can also email our Data Protection Officer at 
dataprotection@cains.com.

The Cains Group controls the collection and processing of any personal data that you provide to us through 
or in relation to the Cains website or which we obtain from public sources. The specific entity which is respo
nsible for the processing of your data, i.e. the Data Controller, will be the group company or companies provi
ding services to you (or to whom you apply for employment, as applicable). You can check this in our terms 
and conditions or request further details using the information below. This Notice applies to all companies wi
thin the Cains Group of companies, which is located at: 

https://www.cains.com/cookie-policy/
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3. Personal data we collect about you.

The categories of personal data we collect about you may include: 

Personal data includes any information about you that may be used by us to identify you, directly or indirectly.  
The personal data that we collect and the way in which we collect it depends upon our relationship with you. 

•

•

•

•

•

•

Contact data including your name, residential/work address, email address, and telephone numbers; 

Biographical data such as your employer and job title, and for job applicant’s education and employment 

•

•
history, professional qualifications, nationality, immigration and work permit status; 

Identity data including your date of birth, gender, passport, driving licence or other identification 
documents; 

Billing data including your bank account details, billing address, and payment history; 

Services data such as details of services we have provided to you, or you have provided to us; 

Marketing and communications data including marketing and communications preferences and events 
attendance; 

Website usage data about your visit to our website and how you interact with it; and 

Technical data collected when you visit our website, including your domain name, browser, operating 
system and platform, IP address and location. 

How your personal data is collected. 4. 

If you choose not to provide information to us where we have a legal requirement to collect personal data  
(for example, where required by anti-money laundering legislation), or where the information is required in  
order to enter into a contract with you, we may not be able to provide the services you have requested  
from us. 

Most of the data that we collect about you we will ask you to provide to us voluntarily. 
 
In some circumstances we may collect additional personal data about you from publicly available sources, s
uch as public registers or other public sources including those accessible online. 
 
Cains utilises an identification and verification system called ID-Pal to securely collect, through its online  
portal, the necessary identity data and supporting documents from their clients, and other stakeholders.  
ID-Pal uses independent sources to verify the information and documentation provided. As the Data 
Controller, Cains determines why, what and how your information is collected, used, shared, retained and  
under what lawful basis it is processed; ID-Pal as its Data Processor, is expressly obliged to comply with  
the instructions of Cains. 
 
We may also collect additional data from third party sources such as our clients, regulators, governmental  
or other authorities, or other companies that provide services to us. Information supplied to us by a client  
may include personal data that relates to individuals who are relevant to the instructions we have received, 
and who for reasons of confidentiality we cannot approach in order to provide them with this Privacy  
Notice.  If you supply us with the personal data of individuals who are not aware of our role in processing 
their personal data, and with whom we will not have direct contact, you must ensure that the individuals  
have been provided with the relevant notices in relation to our services. 
 

We do not provide services directly to children or proactively collect their personal information.  However, we 
may sometimes collect information about children where this is relevant to our client services, for  
example where we are acting on behalf of a Trust, the beneficiaries of which may be children.  The  
information in the relevant parts of this notice applies to children as well as adults. 

We may also collect information about your criminal convictions and offences if these are relevant to the  
client services we are providing or as part of our recruitment process. 

Special categories of personal data include information about your racial or ethnic origin, political opinions,  
religious or philosophical beliefs, trade union membership, health, sex life and sexual orientation, as well as  
genetic and biometric data, and will only be collected in limited circumstances, for example where the  
information is relevant to the client services we are providing to you or you need to provide us with  
information about your health or physical limitations for incidental purposes. We may also process special  
category personal data in connection with recruitment, for instance to make adaptations for access to  
premises or to our processes where you have additional needs. 

continued over
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5. How we use your personal data. 

We will only use your personal data where we have a lawful basis for doing so.  When we collect and use your 
personal data, we will rely on one of the following grounds. 

•

•

•

Legal obligation – where we have a legal or regulatory obligation to collect or use your personal data, for •
example carrying out client due diligence checks or keeping records of our transactions with you. 

Performance of a contract – where we require the information in order to be able to enter into a contract 
to which you are a party, or at your request prior to entering into a contract. 

Legitimate interests – where we have deemed the processing to be necessary for the purposes of our 
business interests (or those of a third party), and these are not overridden by your rights or fundamental
freedoms. 

Consent – where you have given consent to our use of your personal data for one or more specific 
purposes.  We do not generally rely on consent to process your personal information, and will normally 
only rely upon consent when there is no other lawful basis available to us. 

•

•

•

•

Other members of the Cains Group, in accordance with the data sharing agreements we have in place;

Sub-contractors, agents, professional advisers or service providers such as information technology 

•

•
providers, auditors, consultants, insurers, bankers, analytics providers and event hosting services; 

Regulatory, governmental and other authorities, where we are required by law to do so; 

Other legal or professional advisers, agents or third parties, if required in relation to a specific matter or 
services that you have instructed us to provide; 

Registrars of a public register, where the data is to be held in a registry; or 

Otherwise in accordance with your specific instructions and with your consent. 

Data security and retention. 7. 

The information we collect about you is stored under our control and with our selected archive and data  
backup service providers. 

Your personal data will not be transferred to a recipient outside of the European Union or a country 
determined by the European Commission as providing an adequate level of protection for personal data unless 
you have instructed us to do so. Personal data and supporting documents provided through the ID-Pal portal  
are secured in a Cains controlled mailbox within the ID-Pal system. All information held in this mailbox is  
encrypted while in transit to Cains. Data retained in this mailbox is 'geolocked' to Dublin and/or Frankfurt. 

Where we share your data with other parties, we do not allow recipients to use your data for their own 
purposes, and will only permit them to use your data in accordance with our instructions.  We require that any  
recipient of your personal data complies with our data protection, confidentiality and security 
standards as well as with applicable laws and regulations. 

We may also share high level aggregated and statistical data with other third parties in the context of a 
possible sale or restructuring of the Cains Group. 

Access to internal data servers is limited to specialist personnel and is controlled using defined policies.  We  
have put in place appropriate technical and organisational measures to safeguard your personal data, 
considering the nature, scope, context and purposes of our use of your personal data.  These measures are  
kept under regular review. 

You can see more detail on the purposes for which we use your personal data here. 

Sharing your information. 6. 

We will only share personal data when we are legally permitted to do so.  We may share information with the  
following categories of recipients in accordance with the purposes for processing set out in this Privacy Notice
: 

continued over

ID-Pal uses Amazon Web Services in Europe as their storage and security provider. Personal data and  
supporting documents provided through the ID-Pal portal are retained in the secure, Cains controlled,  
mailbox within the ID-Pal system, until all validation and remediation work has been satisfied by Cains. On 
transferring the validated client due diligence to Cains’ client record management system, the data will be 
manually and permanently deleted from the ID-Pal system by Cains. In any event, data may only be retained in 
this mailbox for 30 days, before the ID-Pal system automatically and permanently deletes the contents of the  
box.  Cains will only retain your personal data for as long as is necessary, considering relevant laws and  
regulations and our data retention criteria. 

https://www.cains.com/wp-content/uploads/2021/08/Appendix_How-we-use-your-personal-data.pdf
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8. Your rights.

You have certain rights over your personal data that we use, and these are outlined below.  You may exercise 
your rights at any time.

• Right of access – you have the right to be provided with a copy of any personal data we hold about
you, subject to certain restrictions (for example, where the information is subject to legal privilege).

• Right to rectification – if the information we hold about you is inaccurate or incomplete, you have the
right to have that information corrected or updated.

• Right to deletion – you can request us to delete any personal data that we hold about you.  While we
are not obliged to comply with this in all circumstances, we will carefully consider every request for
deletion of data and will inform you to what extent we are able to comply.

• Right to restriction of processing – you have the right to request that we restrict processing of your
data in certain circumstances:

•

•

•
claim; or

• If you object to our processing of your personal data based on our legitimate interests, pending resolution
on this point.

If you dispute the accuracy of the personal data we hold; 

If you believe we are processing your personal data unlawfully, but do not wish us to delete it; 

If we no longer need to hold your data, but you require us to do so to establish, exercise or defend a legal 

• Right to data portability – if our processing of your personal data is based on performance of a
contract or consent, and is carried out by automated means (such as completing an online form or
providing information via our website), you can request a copy of your personal data in a commonly
used and machine-readable format.

If you have any questions, or if you wish to exercise any of your rights, please email us at 
dataprotection@cains.com, or you may use the contact details in Section 2.  We may request proof of 
your identity in order to protect your privacy and ensure that we do not disclose your personal data to 
anyone else.

We aim to respond to all legitimate requests within one calendar month, however we may extend this if 
your request is particularly complex, or if you have submitted a number of requests.  In this case, we will 
notify you as soon as we are aware that an extension will be required, and will keep you updated of our 
progress.

We do not charge a fee for responding to a request to exercise one or more of your rights, however 
where a request is manifestly unfounded or excessive, in particular because of its repetitive character, we 
may choose to charge a reasonable fee.

9. Complaints.

If you have any concerns or want to complain about how we use retain your personal data you can email our 
Data Protection Officer directly at dataprotection@cains.com, or you may use the contact details in Section 2. 

If you are not satisfied with our response you may also make a complaint to the the Isle of Man Information 
Commissioner: ask@inforights.im

First Floor, Prospect House
Prospect Hill
Douglas
Isle of Man
IM1 1ET
Telephone: (+44) 1624 693260 I www.inforights.im

We would encourage you to raise any concerns you may have with us initially, so that we can try and resolve 
these for you.

T: +44 1624 638300   |  E: law@cains.com  |  Cains, Fort Anne, Douglas, Isle of Man  IM1 5PD

Cains is the trading name of Cains Advocates Limited, an incorporated legal practice in the Isle of Man with registered number 009770V.  
A list of all the directors’ names is open to inspection at Cains’ registered office. Registered office: Fort Anne, Douglas, Isle of Man IM1 5PD
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